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|  | **Об участившихся случаях DDoS-атак на технические средства операторов фискальных данных** |

Межрайонная ИФНС России № 2 по Ханты – Мансийскому автономному округу - Югре информирует об участившихся случаях DDoS-атак на технические средства операторов фискальных данных, в частности случаях, когда злоумышленниками для атак используются IP-адреса контрольно-кассовой техники (далее – ККТ), используемой добросовестными налогоплательщиками – пользователями ККТ.

При этом ФНС России отмечает, что при выявлении факта непередачи пользователем ККТ фискальных данных в адрес оператора фискальных данных в связи с тем, что IP-адрес ККТ пользователя ККТ был заблокирован оператором фискальных данных в целях защиты от DDoS-атаки, следует учитывать, что согласно пункту 1 статьи 41 Федерального закона № 54-ФЗ фискальный накопитель должен исключать возможность формирования фискального признака для фискальных документов по окончании срока действия ключа фискального признака и в случае, если через 30 календарных дней с момента формирования фискального признака для фискального документа не будет получено подтверждение оператора для этого фискального документа, т.е. в случае возникновения независящих от пользователя ККТ обстоятельств, не позволяющих исполнить в момент расчета обязанность по передаче фискальных данных оператору фискальных данных, такая обязанность должна быть исполнена пользователем ККТ незамедлительно после разблокировки его IP-адреса ККТ, но не позднее, чем по истечении 30 календарных дней.